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What is oneAccess? 
	
oneAccess	is	a	new	portal	for	requesting	or	reactivating	a	District	Single	Sign-On	(SSO)	account,	which	will	
replace	the	legacy	EZ	Access	system,	and	will	be	available	to	new	District	employees	and	non-employees.		At	this	
time,	the	portal	will	only	be	available	for	the	following	non-employee	requests:	

• Charter	Schools	
• District	Contractors	
• Non-Public	Agencies	
• Non-Public	Schools	

This	new	portal	will	allow	users	who	currently	work	as	a	District	employee	and	Contractor	to	have	separate	
accounts.		Users	will	also	be	able	to	track	when	their	requests	were	submitted,	view	the	roles	and	types	of	
access	they	currently	have,	and	keep	track	of	when	their	access	is	set	to	expire.	

oneAccess: Landing Page 
	

	

The	oneAccess	landing	page	is	the	first	stop	for	all	employees	when	determining	what	request	to	submit.		The	
scenarios	below	will	help	users	in	determining	their	next	step.	

• If	you	are	a	new	non-employee	to	District,	click	on	the	Request	for	New	SSO	Account	button.	

• If	you	were	previously	a	District	employee,	click	the	Request	for	New	SSO	Account	button.	

• If	you	are	a	previous	non-employee,	click	on	the	Re-Activate	old	SSO	Account	button.	
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• Click	on	the	Check	your	Account	Status	button	to	view	the	status	for	the	request(s)	already	submitted.		
(Do	not	make	multiple	request).	

User	who	have	a	valid	SSO	and	need	to	renew	their	roles	and/or	access	can	click	the	Sign	in	button.	

oneAccess:  Request for New SSO Account 
	
Once	a	new	non-employee	clicks	the	Request	for	New	SSO	Account	button,	the	user	will	need	to	complete	the	
form	shown	below:	

	

The	user	must	complete	the	following	required	fields:	

• Last	Name	
• First	Name	
• Date	of	Birth	
• Cell	Phone	
• Last	4	Digit	of	SSN	
• E-Mail	Address	

This	box	should	not	
be	checked	for	new	
SSO	request. 

This	field	should	not	be	filled	
out	for	new	SSO	request. 

Click	check	box	for	District	email	account.	
Nonpublic	and	Charters	should	not	request	
an	email. 
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If	Contractor	is	selected	in	the	User	Type	field,	the	user	will	be	required	to	enter	the	Contract	Number	and	
Contract	End	Date.		All	users	will	also	need	to	select	the	Work	Group	Type	and	Location,	then	click	on	the	
reCAPTCHA	and	agree	to	the	Terms	and	Conditions.		An	example	of	a	completed	form	is	shown	below:	

	

The	user	will	click	continue	and	a	verification	code	will	be	emailed	to	the	email	address	provided.		Enter	the	
verification	code	from	the	email	on	the	validation	page	from	the	link	in	the	email.	

The	user	will	receive	a	confirmation	of	a	successful	verification	and	submission	for	new	SSO	request.	
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oneAccess: Re-Activate old SSO Account 
	
If	a	previous	non-employee	clicks	the	Re-Activate	old	SSO	Account	button,	the	box	for	LAUSD	Non-Employee	
will	be	checked	and	the	use	will	need	to	complete	the	form	shown	below:	

	

The	user	must	complete	the	following	required	fields:	

• Last	Name	
• First	Name	
• Date	of	Birth	
• Cell	Phone	
• Last	4	Digit	of	SSN	
• E-Mail	Address	

If	Contractor	is	selected	in	the	User	Type	field,	the	user	will	be	required	to	enter	the	Contract	Number	and	
Contract	End	Date.	

This	box	checked	if	you	
navigated	from	main	
portal	using	“Reactivate	
Old	SSO	Account”	link 

This	info	required	if	you	
are	reactivating	old	
account 
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All	users	will	also	need	to	select	the	Work	Group	Type	and	Location,	then	click	on	the	reCAPTCHA	and	agree	to	
the	Terms	and	Conditions.		An	example	of	a	completed	form	is	shown	below:	

	

The	user	will	click	continue	and	a	verification	code	will	be	emailed	to	the	email	address	provided.		Enter	the	
verification	code	from	the	email	on	the	validation	page	from	the	link	in	the	email.	

The	user	will	receive	a	confirmation	of	a	successful	verification	and	submission	for	new	SSO	request.	
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oneAccess: New/Reactivate SSO Account – Known Errors 
	

Issue	 Solution	
	

	
	

	
• Missing	required	fields	

o Last	Name	
o First	Name	
o Date	of	Birth	
o Cell	Phone	
o Last	4	Digit	of	SSN	
o E-Mail	Address	

	

	

	
	

	
• Return	to	oneAccess	Landing	Page	and	click	

on	Check	your	Account	Status	

	

	
	

	
• Verify	previous	non-employee	information	

entered	

	

	
	

	
• Verify	non-employee	information	entered	
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oneAccess: Sample Verification Email Received after Submission 
	
Below	is	an	example	of	the	verification	email	automatically	generated	once	the	user	completes	the	request	for	a	
new	or	re-activate	an	old	SSO	account:	

	

oneAccess: New SSO Account – Verify Request 
	
Once	a	request	for	a	new	SSO	Account	is	completed,	users	will	receive	an	automated	email	with	a	verification	
code,	which	will	be	entered	in	the	screen	below.	

	

	

Unique	link	to	go	back	to	validation	page 

Verification	code 
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oneAccess: New SSO Account - Acknowledgment 
	
Once	the	new	SSO	Account	request	is	verified,	the	user	will	receive	the	following	message	to	confirm	receipt	of	
the	request.	
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oneAccess: Check your SSO Request Status 
	
Users	can	also	check	the	status	of	any	account	request	by	clicking	on	the	Check	your	Account	Status	button	from	
the	oneAccess	landing	page.		Users	will	need	to	enter	their	last	name,	first	name,	date	of	birth,	and	last	4	digits	
of	their	SSN	before	checking	the	box	and	clicking	on	the	Check	Account	Status	button.	

	

	

oneAccess:  SSO Request Status – Known Errors 
	
Issue	 Solution	

	

	
	

	
	
	

• Enter	a	minimum	of	two	(2)	characters	when	
searching	by	Last	Name	and	First	Name	

	
	

• Verify	only	numbers	are	entered	in	the	Last	4	
Digits	of	SSN	field.	
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Issue	 Solution	
	

	
	

	
	
	
	
	
	
	
	

• Verify	correct	information	entered	into	fields	

	

oneAccess: SSO Request Status - Successful Notification Message 
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oneAccess: Renew SSO Before Expiration 
Users	will	also	be	able	to	renew	their	SSO	from	the	oneAccess	portal.		Users	will	need	to	Sign	In	from	the	
oneAccess	landing	page	and	will	need	to	click	on	the	Renew	SSO	button	on	their	profile	page.		

	

The	user	will	need	to	update	the	information	on	the	following	screen,	such	as	the	Contract	End	Date,	and	agree	
to	the	Terms	and	Conditions	before	clicking	the	Continue	button.	
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oneAccess: Renew SSO – Known Errors 
	

Issue	 Solution	
	

	
	

	
	
	
	
	
	
	
	
	
	
	
	

• Check	the	box	to	agree	to	the	Terms	and	
Conditions	

	

	
	

	
• Select	a	Work	Group	Type	

	


