01 USE STRONG AND UNIQUE PASSWORDS
Creating strong and unique passwords for each of your online accounts is essential for protecting your personal information.

02 ENABLE TWO-FACTOR AUTHENTICATION
Two-factor authentication adds an extra layer of security to your online accounts by requiring an additional verification step.

03 KEEP YOUR SOFTWARE UP TO DATE
Keeping your software up to date is important for maintaining the security of your devices.

04 BE CAUTIOUS OF PHISHING SCAMS
Phishing scams are attempts to trick you into giving away your personal information, such as login credentials or credit card numbers.

05 BEWARE AND BE AWARE!
“Cybersecurity is Everyone’s Responsibility”. The first and last line of defense against attackers is you! Stay cyber safe!

For More Info: https://www.cisa.gov/cybersecurity-awareness-month